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Reference:   FOI.4281.20 

Subject:    IT infrastructure information 

Date of Request: 15 October 2020 
 

Requested: 
 
SECURITY / CYBER SECURITY  
 
1. What SEIM (Security Event and Incident Management) solution is used by your organisation?  
 
2. When does your SEIM platform license subscription come up for renewal? 
 
3. If the SEIM (Security Event and Incident Management) solution was purchased via third party 

please disclose the contracting party’s details? 
 
4. Do you outsource your security management to a third party (managed security service 

provider)? If so can you disclose the name of the managed security service provider. 
 
5. When does the current service contract from the current managed security service provider 

end? 
 
6. Can you provide the email address of the individual that is responsible for your IT Security? 
 
ICO - breaches 
 
7. How many cyber security breaches has your organisation had over the past 2 years? 
 
Response: 
 
1. Hywel Dda University Health Board (UHB) confirms that the Security Event and Incident 

Management (SEIM) solution used is LogRhythm. 
 

2. & 3. The UHB does not hold the information requested. The SEIM platform licence subscription 
is managed by NHS Wales Informatics Service (NWIS). Please re-direct your request to 
nwis_foirequest@wales.nhs.uk 

 

4. The UHB confirms that it does not outsource its security management. 
 
5. Not applicable. 

 
6. The UHB confirms that Paul Solloway, Head of ICT is responsible for IT security and can be 

contacted by email at Paul.solloway@wales.nhs.uk 
 

7. The UHB confirms that no cyber security breaches have occurred within the period requested. 
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